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tively. The drives and the corresponding computer informa-
tion media are power-independent modules for storage of
computer instructions, data structures, program modules and
other data of the personal computer 20.

The present disclosure provides the implementation of a
system that uses a hard disk 27, a removable magnetic disk
29 and a removable optical disk 31, but it should be
understood that it is possible to employ other types of
computer information media 56 which are able to store data
in a form readable by a computer (solid state drives, flash
memory cards, digital disks, random-access memory (RAM)
and so on), which are connected to the system bus 23 via the
controller 55.

The computer 20 has a file system 36, where the recorded
operating system 35 is kept, and also additional program
applications 37, other program modules 38 and program
data 39. The user is able to enter commands and information
into the personal computer 20 by using input devices (key-
board 40, mouse 42). Other input devices (not shown) can be
used: microphone, joystick, game controller, scanner, and so
on. Such input devices usually plug into the computer
system 20 through a serial port 46, which in turn is con-
nected to the system bus, but they can be connected in other
ways, for example, with the aid of a parallel port, a game
port or a universal serial bus (USB). A monitor 47 or other
type of display device is also connected to the system bus 23
across an interface, such as a video adapter 48. In addition
to the monitor 47, the personal computer can be equipped
with other peripheral output devices (not shown), such as
loudspeakers, a printer, and so on.

The personal computer 20 is able to operate in a network
environment, using a network connection to one or more
remote computers 49. The remote computer (or computers)
49 are also personal computers or servers having the major-
ity or all of the aforementioned elements in describing the
nature of a personal computer 20, as shown in FIG. 6. Other
devices can also be present in the computer network, such as
routers, network stations, peer devices or other network
nodes.

Network connections can form a local-area computer
network (LAN) 50 and a wide-area computer network
(WAN). Such networks are used in corporate computer
networks and internal company networks, and they gener-
ally have access to the Internet. In LAN or WAN networks,
the personal computer 20 is connected to the local-area
network 50 across a network adapter or network interface
51. When networks are used, the personal computer 20 can
employ a modem 54 or other modules for providing com-
munications with a wide-area computer network such as the
Internet. The modem 54, which is an internal or external
device, is connected to the system bus 23 by a serial port 46.
It should be noted that the network connections are only
examples and need not depict the exact configuration of the
network, i.e., in reality there are other ways of establishing
a connection of one computer to another by technical
communication modules.

In various aspects, the systems and methods described
herein may be implemented in hardware, software, firm-
ware, or any combination thereof. If implemented in soft-
ware, the methods may be stored as one or more instructions
or code on a non-transitory computer-readable medium.
Computer-readable medium includes data storage. By way
of example, and not limitation, such computer-readable
medium can comprise RAM, ROM, EEPROM, CD-ROM,
Flash memory or other types of electric, magnetic, or optical
storage medium, or any other medium that can be used to
carry or store desired program code in the form of instruc-
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tions or data structures and that can be accessed by a
processor of a general purpose computer.

In various aspects, the systems and methods described in
the present disclosure can be addressed in terms of modules.
The term “module” as used herein refers to a real-world
device, component, or arrangement of components imple-
mented using hardware, such as by an application specific
integrated circuit (ASIC) or field-programmable gate array
(FPGA), for example, or as a combination of hardware and
software, such as by a microprocessor system and a set of
instructions to implement the module’s functionality, which
(while being executed) transform the microprocessor system
into a special-purpose device. A module can also be imple-
mented as a combination of the two, with certain functions
facilitated by hardware alone, and other functions facilitated
by a combination of hardware and software. In certain
implementations, at least a portion, and in some cases, all, of
a module can be executed on the processor of a general
purpose computer (such as the one described in greater
detail in FIG. 6 above). Accordingly, each module can be
realized in a variety of suitable configurations, and should
not be limited to any particular implementation exemplified
herein.

In the interest of clarity, not all of the routine features of
the aspects are disclosed herein. It would be appreciated that
in the development of any actual implementation of the
present disclosure, numerous implementation-specific deci-
sions must be made in order to achieve the developer’s
specific goals, and these specific goals will vary for different
implementations and different developers. It is understood
that such a development effort might be complex and
time-consuming, but would nevertheless be a routine under-
taking of engineering for those of ordinary skill in the art,
having the benefit of this disclosure.

Furthermore, it is to be understood that the phraseology or
terminology used herein is for the purpose of description and
not of restriction, such that the terminology or phraseology
of the present specification is to be interpreted by the skilled
in the art in light of the teachings and guidance presented
herein, in combination with the knowledge of the skilled in
the relevant art(s). Moreover, it is not intended for any term
in the specification or claims to be ascribed an uncommon or
special meaning unless explicitly set forth as such.

The various aspects disclosed herein encompass present
and future known equivalents to the known modules referred
to herein by way of illustration. Moreover, while aspects and
applications have been shown and described, it would be
apparent to those skilled in the art having the benefit of this
disclosure that many more modifications than mentioned
above are possible without departing from the inventive
concepts disclosed herein.

The invention claimed is:
1. A method for utilizing computer security services, the
method comprising:

storing, in an electronic database, a plurality of policies
that indicate when to use either a private cloud service
or a public cloud service configured to analyze software
objects using different types of security services to
determine whether the software objects are malicious,

wherein the policies relate to at least one of: a predeter-
mined time period when software of the private cloud
service was last updated, a type of the at least one
security service provided by the private cloud service,
a type of data being sent in a request to the service, and
a traffic quota of requests sent to at least one of the
private or public service;



